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Security Awareness 
Training

Password Policy

Security Assessment

Review Your Policies

Data Handling Process

Security Incident  
Response Plan

Complete regular Security Awareness Training with 
your team to keep them up to date on the current 
threat landscape. Teach them the skills they need to 
identify threats and mitigate risk.

Security Awareness Training

Implement a solid password policy to ensure your 
staff use a strong password. This will mean that their 
passwords are not easily hacked.

Password Policy

Clearly document your internal policies around 
managing cyber incidents. This provides your team 
with a clear plan which they can execute in the event 
of a cyber incident.

Security Incident Response Plan

Implementing and following this process will ensure 
that even if your data is no longer required, it will be 
disposed of or archived safely and securely. 

Data Handling Process

Review your Data Access and Acceptable Use Policies 
as well as your staff-onboarding process. Make sure 
everyone knows where to find these and abides by 
them.

Review Your Policies

Book annual Security Assessments of your systems 
and policies. This will help you keep on top of current 
threats and any holes in your defences against cyber-
attacks.

Security Assessment

Empowering Your Staff To Become 
Security Champions


